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Introduction 

System Manager Overview 
System Manager helps you define and manage a Microsoft Dynamics® SL system by letting you: 

¶ create databases 

¶ define companies 

¶ register your software 

¶ customize user access and security 

¶ import transaction data 

¶ generate reports 

¶ publish documents on a Microsoft® SharePoint® site by using Doc Share 

¶ publish reports to Microsoft® SharePoint® sites 

User's Guide Overview 

This user's guide provides information about the setup and use of the System Manager module of 

Microsoft Dynamics SL. The System Manager Help or userõs guide differs from documentation for 

other modules in that the System Manager topics are typically global, applying to the whole system 

and to most users who work in the system. 

What is Covered in the Userõs Guide? 

This userõs guide consists primarily of procedures and checklists that describe how to perform the 

various tasks featured in the System Manager module. The userõs guide also contains topics that help 

you become better acquainted with the capabilities of the module. 

Who Should Use the Userõs Guide? 

This userõs guide is designed for users, system administrators, database administrators, and 

developers who are new to Microsoft Dynamics SL. The guide provides the information that you must 

have for making decisions about how to use the System Manager module to benefit the most from 

your system. 

How to Use the Userõs Guide 

The userõs guide presents the procedures and steps required for using the System Manager. To help 

you locate information, the userõs guide contains: 

¶ A table of contents of logically organized activities and tasks. 

¶ An alphabetized òQuick Reference Task Listó of typically performed tasks. 

¶ An alphabetized òIndexó of the information that is provided in the userõs guide. 
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Quick Reference Task List 
This list contains tasks that are typically performed with the System Manager module. Each task is 

cross-referenced to a specific topic page in this userõs guide.  

How Do I Addé? 

¶ Users to the system ñ see òAdding Usersó on page 21. 

¶ Custom applications to a menu ñ see òAdding Custom Applications to the Menuó on page 50. 

¶ Custom reports to a menu ð see òAdding a New Report, Screen, or Query to a Menuó on page 45. 

How Do I Assigné? 

¶ Application databases to the system database ñ see òCreating Additional Databasesó on page 7. 

¶ Users to Groups ñ see òAssigning Users to Groupsó on page 24. 

¶ Access Rights ñ see òAssigning Access Rightsó on page 26. 

How Do I Back Upé? 

¶ Databases ñ see òBacking Up Databasesó on page 73. 

How Do I Createé? 

¶ An application database ñ see òCreating Additional Databasesó on page 7. 

¶ A Transaction Import control file ñ see òWorking with Transaction Import Control Filesó on 

page 89. 

How Do I Customizeé? 

¶ Menus ñ see òUsing Menu Maintenanceó on page 42. 

How Do I Defineé? 

¶ A company ID ñ see òCreating Companiesó on page 5 

How Do I Enteré? 

¶ Registration information ñ see òEntering Registration Informationó on page 14. 

How Do I Importé? 

¶ Possible values lists ñ see òImporting Messages and Possible Values Listsó on page 77. 

¶ Transaction data ñ see òImporting Transaction Dataó on page 79. 

How Do I Looké? 

¶ At the event log ñ see òViewing the Event Logó on page 77. 

¶ Up active users ñ see òLooking Up Active Usersó on page 72. 

How Do I Publishé? 

¶ Reports to SharePoint Sites ñ see òSharing Reports Using Microsoft SharePointó on page 68. 

How Do I Seté? 

¶ Doc Share defaults ñ see òSharing Documents By Using Doc Shareó on page 64. 
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How Do I Starté? 

¶ The Transaction Import process ñ see òStarting the Transaction Import Processó on page 100. 

How Do I Submité? 

¶ Registration information ñ see òEntering Registration Information and Unlocking Modulesó on 

page 14. 

How Do I Unlocké? 

¶ Microsoft Dynamics SL modules ñ see òEntering Registration Information and Unlocking Modulesó 

on page 14. 

How Do I Updateé? 

¶ The system database ñ see òUpdating Databasesó on page 75. 

How Do I Useé? 

¶ Initialize Mode ñ see òUsing Initialize Modeó on page 57 . 

How Do I Validate and Repairé? 

¶ Databases ñ see òValidating and Repairing Databasesó on page 74. 

How Do I Viewé? 

¶ An event log ñ see òViewing the Event Logó on page 77. 

¶ A Transaction Import log file ñ see òViewing Transaction Import Log Filesó on page 103. 
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Setting Up Microsoft Dynamics SL 

Overview 
This section provides information about how to create the fundamental structures the program uses to 

work with the data it stores. These basic tasks include the following: 

¶ Creating Companies 

¶ Generating Databases 

Creating Companies 
When you first log on to Microsoft Dynamics SL, you will select a company ID that tells the system to 

automatically open the appropriate application database that is linked to a system database. The 

system administrator assigns the appropriate application database to the company ID and the system 

database. 

Defining a Company 

Upon starting Microsoft Dynamics SL for the first time, the system administrator must create at least 

one company. The system administrator can add more companies at any time. 

To define a company: 

1. Open Company Maintenance (98.280.00). The screen appears in grid view and shows all the 

companies currently defined in the system. Press F4 to switch to form view. 

 
Figure 1: Company Maintenance (98.280.00), form view 

2. Type a unique identification code for this company in Company ID. 

3. Type the name of the company in Company Name. 

4. Type the name of the application database to associate with the company ID in Database Name.  

Note: To see the application database names that were created, open Database Administration 

(98.270.00), and note the application database names that are shown in the detail area. If you 
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did not change the application database name when you ran the Empty Company scenario, the 

default application database name will be NewApp. 

5. Select Active to indicate that the company is active. If this box is cleared, the company is inactive 

and you cannot add transactions. 

6. The master companyõs company ID is displayed as the default in Master Chart of Accounts and 

Master Subaccount Table. This ID cannot be changed. 

7. Type address information for the company in Address, City, State/Province, Country/Region, and 

Postal Code. 

8. Type the contact information for the company in Phone and in Fax. 

9. The base currency ID from GL Setup (01.950.00) is displayed as the default in Base Currency ID. 

It cannot be changed. 

10. Type the tax identification code for the company in Employer Tax ID. 

11. Click the button that displays the company name and select a color. A number associated with the 

color appears in the Company Color box.   

Note: The color and company name change the appearance of the Switch Company button. 

12. Click the Save button, and then close the screen. 

13. Close Microsoft Dynamics SL, and then reopen it. 

14. Click the Switch Company  button on the toolbar. Your new company appears on the 

company list. 

Note:  

¶ Use Switch Company  in the Microsoft Dynamics SL window to open another 

company that you have access to without closing the one in which you are currently working 

and then performing the logon process again.  You can control access to this feature by using 

the [Company] section of the Solomon.ini (for more information, see ò[Company] Sectionó on 

page 222. 

¶ This feature provides more flexibility for those who have to work with data for multiple 

companies. For example, you can use this functionality to copy detail lines from Company Aõs 

document and then quickly switch to Company B without logging off from Company A to paste 

the copied detail. 

¶ The list of companies that appears in the dropdown for the Switch Company button is 

configurable in the Options screen on the Tools menu. The current default is 10 companies 

The system will filter the list as you type part of the company name in the Select a Company 

window and show only those companies that match. The list will add the company that you log 

on to the Most Recently Used entries and put them at the top of the list. 



 Setting Up Microsoft Dynamics SL 7 

 

Generating Databases 
You must have at least one system database and one application database before you can start to 

work in Microsoft Dynamics SL. Creating these databases is part of the installation and initial setup 

process. Database creation procedures are included in the Microsoft Dynamics SL Installation Guide 

(InstallationGuide.pdf).  

System Database 

The system database contains shared site-specific data, such as database field attributes, edit 

characteristics, product registrations, customizations, and screen-level security. 

Application Database 

An application database contains all the accounting data for a specific financial entity. 

Creating Additional Databases 

After you create the initial system and application databases, your organizationõs database 

administrator can add more databases by using Database Maintenance (98.290.00) or Database 

Administration (98.270.00). For more information, see òDatabase Maintenance (98.290.00)ó on page 

113 and òDatabase Administration (98.270.00)ó on page 198. 

To create empty databases: 

1. Open Database Maintenance (98.290.00). The Connect Server tab appears. 

 

Figure 2: Database Maintenance (98.290.00), Connect Server tab 

2. In Destination SQL Server Name, type the name of the server where the databases will reside. 

3. Windows Authentication is the recommended security mode to access a computer that is running 

SQL Server. Select SQL Server Authentication if it is preferred, and then enter the database 

administrator login ID and password for the computer on which you will create the SQL Server 

databases.  

4. Click Connect. A message in the status bar indicates that you are connected to the computer that 

is running SQL Server. 

5. Click the Create Databases tab. 
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Create Databases tab 

  
Figure 3: Database Maintenance (98.290.00), Create Databases tab 

6. Select the database type that you want to create from the list of Scenarios. 

Note: If you select Additional Empty Application Database, Identify System Database (98.290.40) 

appears. Select a system database to associate with the new application database, and then click OK. 

7. To override the default name, location, or size of the system or application database, click the 

Advanced button. Advanced Configuration Settings appears. 

  
Figure 4: Advanced Configuration Settings 

8. Enter the correct information and then click OK to return to the Create Databases tab of Database 

Maintenance (98.290.00). 
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9. Click Create. The Authentication window appears. 

 
Figure 5: Authentication 

10. Verify that the correct authentication mode is selected, and then click OK.  If SQL Server 

Authentication is selected, go to step 14. If Windows Authentication is selected, SYSADMIN 

Windows User Name appears. 

 
Figure 6: SYSADMIN Windows User Name 

11. In Windows User Name, type the identifier of the Windows user who will be the system 

administrator for this database. Type the information in the domain\ username format. 

Note: A user who is defined as an administrator automatically has access to all screens and reports 

within Microsoft Dynamics SL.  

12. If you do not want to give the individual the ability to create new SQL Server users and logins, 

clear the Grant this user permission to create SQL Server logins and users check box that is 

selected by default. An administrator becomes a member of the SQL Server SYSADMIN server role 

if the Grant this user permission to create SQL Server logins and users check box is selected. 

Note:  

¶ Clearing the check box implies that the database administrator will generate SQL Server users 

and logins by manually using SQL Server tools. 

¶ If the user is a Microsoft Dynamics SL SYSADMIN and also part of the SQL Sysadmin group, it is 

basically the same as selecting the Grant this user permission to create SQL Server logins and 
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users check box in the SYSADMIN Windows User Name screen of Database Maintenance 

(98.290.00). 

¶ To avoid a situation in which the check box is cleared for a Microsoft Dynamics SL administrator 

who needs to access databases and perform administrative tasks, enter the following SQL 

statement in a query window: 

sp_addrolemember ódb_ownerô, ódomain\ nameô 

Run the command for each Microsoft Dynamics SL system and application database. 

Example: 

use SLSystemDatabase  

GO 

sp_addrolemember ódb_ownerô, ódomain\ nameô 

GO 

use SLApplicationDatabase  

GO 

sp_addrolemember ódb_ownerô, ódomain\ nameô 

GO 

13. Click OK. Go to step 21. 

14. When the security message appears: 

¶ Click No if you want to select Windows authentication. Authentication appears. Select 

Windows Authentication (Recommended), click Ok, and then return to step 10. 

¶ Click Yes to confirm that SQL Server authentication is the correct authentication mode to use 

when users want to access the computer that is running SQL Server. SQL Master80 Login 

appears if you have not yet created the Master80 user. This does not occur if you have 

already installed a database for Microsoft Dynamics SL 2011  or later versions on the 

computer that is running SQL Server. If you have already created the Master80 user, go to 

step 20. 

 
Figure 7: SQL Master80 Login 

15. In the Password box, enter a password for the Master80 user that satisfies the strong password 

requirements that are listed. 

16. In Confirm Password, type the password again. 
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17. Click Ok. SYSADMIN Login appears. 

 
Figure 8: SYSADMIN Login 

18. Type the Password of the SYSADMIN user. 

19. In Confirm, type the password again, and then click OK. Login appears. 

 
Figure 9: Login 

20. Type the Password of the SQL Server user Master80, and then click OK. The database creation 

process starts. 

21. After the database scenario is created, click OK to acknowledge the completion of the database 

creation process, and then close Database Maintenance (98.290.00). 
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Registering the Software 

Overview 
This section provides information and procedures for registering the Microsoft Dynamics SL software. 

These basic tasks include the following: 

¶ Entering registration Information 

¶ Unlocking modules 

Registration Process 

When your organization purchased Microsoft Dynamics SL software, a Microsoft Certified Consultant 

submitted to Microsoft the name of the company buying the software. Other information held about 

the purchase includes the following: 

¶ Information about the company. 

¶ The name of the consultant who sold Microsoft Dynamics SL. 

¶ The names of any consultants engaged to customize the Microsoft Dynamics SL software. 

¶ The licensed modules. 

Your organization will receive a license that entitles you to unlimited access to the modules, and also 

the keys to unlock those modules. Registered users also receive software updates and bulletins. 

TRIAL-LOC mode 

You can install the complete suite of Microsoft Dynamics SL modules, even though you may not have 

licensed them all. You can use each module in a special TRIAL-LOC mode following the initial 

installation. The TRIAL-LOC mode allows 20 logins to an unregistered version of the Microsoft 

Dynamics SL database. After 20 logins, register the product to continue use. 

Note: If you receive system message 6824, òYou have reached the maximum number of usersó while 

in TRIAL-LOC mode, you have exceeded the maximum number of five users. This limit is in effect until 

the system is registered and unlocked. 
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Entering Registration Information and Unlocking 

Modules 
Complete the registration process after you receive your customer ID and module unlocking codes 

from Microsoft. If you have not received the unlocking information, log on to the CustomerSource 

website and open the My Account page to locate it, or contact a Microsoft Certified Partner. For more 

assistance, call Sales Operations at 1-800-456-0025 and select option 2. 

Entering Customer Information 

To enter customer information: 

1. In the Microsoft Dynamics SL window, click the Administration button and select Registration. 

Registration (95.250.00) appears with the Customer tab selected. 

 
Figure 10: Registration (95.250.00), Customer tab 

2. In Customer ID, enter the identification code for your company as it is listed on the registration 

report that was sent to you and your Microsoft Certified Partner. 

3. Enter information about the company in the other fields. Required fields have red borders. If you 

do not complete required fields, a message will be displayed that asks you to complete the fields. 

4. Click the Save button on the toolbar. 
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Entering Reseller and Consultant Information 

You can enter information about the Microsoft Certified Partner (reseller) who sold the software and 

any consultant hired to customize the software. This information is not required. However, it could 

provide a helpful resource in the future if you need contact names and numbers. 

To enter reseller and consultant information: 

1. In Registration (95.250.00), click the Reseller/Consultant tab to select it. 

 
Figure 11: Registration (95.250.00), Reseller/Consultant tab 

2. In the Reseller area, enter information about the Microsoft Certified Partner that sold the 

Microsoft Dynamics SL software to your organization. 

3. In the Consultant area, enter information about the Microsoft Certified Partner your organization 

engaged to customize the Microsoft Dynamics SL software. 

4. Click the Save button on the toolbar. 
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Entering Module Information 

Enter information about any licensed modules. Microsoft issues a key to unlock the modules. 

To enter module information: 

1. In Registration (95.250.00), click the Modules tab to select it. 

 
Figure 12: Registration (95.250.00), Modules tab 

2. In Item, type the two-character module code or five-character user pack code of each module to 

register. 

3. Enter information received from Microsoft in Serial Number and Unlocking Key. Microsoft 

Dynamics SL calculates Unlocked, Verification Code, and Authorized Users for each module. 

Note: The System Manager (SY###) and General Ledger (GL) modules must be registered before 

other modules can be entered. 

4. Click the Save button on the toolbar. 

Note: Unlocked, Verification Code, and Authorized Users are automatically updated when you save or 

print registration information. 
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Maintaining Security 

Overview 
This section provides information and procedures for maintaining security in Microsoft Dynamics SL. 

These basic tasks include the following: 

¶ Creating Groups 

¶ Adding Users 

¶ Assigning Users to Groups 

¶ Linking Microsoft Dynamics SL and Windows Users 

¶ Assigning Access Rights 

¶ Changing a Password 

¶ Synchronizing Ownership and Security 

¶ Changing the Database Authentication Mode 

Microsoft Dynamics SL Security 
Microsoft Dynamics SL provides two important functions that protect business information from 

access by unauthorized personnel. These functions are user registration and access rights 

assignment. 

¶ User registration or authorization identifies a user to the system and provides a password that the 

user must enter to gain entry to the system. 

¶ Access rights are a set of permissions that define the parts of the system an authorized user may 

access and also the userõs rights to alter any information. 

The Customization Manager module provides the additional ability to restrict screen access by hiding 

fields and limiting the field values the user can enter. 

Doc Share Security Considerations 

Before you prepare the Doc Share feature for use, contact your organizationõs SharePoint 

administrator or security officer to make sure that the necessary SharePoint security is in place. 

Here are some important things to consider:  

¶ Security for customers, vendors, and project users who will view their documents on your 

SharePoint site ñ The SharePoint administrator must use SharePoint security to grant these users 

Read permissions, giving them access to view only their own documents on a SharePoint site or in 

a SharePoint document library. 

¶ Security for employees who use Microsoft Dynamics SL and Doc Share in particular ñ This user 

frequently has many different responsibilities in Microsoft Dynamics SL, requiring different 

SharePoint permissions. 

ð Assign the Doc Share Creator permission level to a user who has Update permissions for the 

Accounts Receivable Customer Maintenance (08.260.00), Accounts Payable Vendor 

Maintenance (03.270.00), or Project Controller Project Maintenance (PA.PRJ.00) screen. 

Your SharePoint administrator or security officer sets up the Doc Share Creator permission 

level on the SharePoint server. This permission level lets a user create SharePoint subsites on 

an existing SharePoint site, create document libraries, and upload documents. If Doc Share is 

configured for a customer, vendor, or project created by a user who has the Doc Share 

Creator permission level, the software generates a SharePoint site for the entity.   

To set up the Doc Share Creator permission level, copy it from the Contribute permission level 

that is native in SharePoint. Then grant the permissions that are listed in this section. Add the 
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Manage Lists permission so that users who have the Doc Share Creator permission level can 

create document libraries. Selecting Manage Sites, Create Subsites, Add and Customize 

Pages, and Enumerate Permissions lets users create subsites. 

Select the following List, Site, and Personal permissions for the Doc Share Creator permission 

level: 

List permissions 

Manage Lists Open Items 

Add Items View Versions 

Edit Items Delete Versions 

Delete Items Create Alerts 

View Items View Application Pages 
 

Personal permissions 

Manage Personal Views Update Personal Web Parts 

Add/Remove Personal Web Parts  

ð Grant the Doc Share Contributor permission level to a user who will upload documents. 

Your SharePoint administrator or security officer creates the Doc Share Contributor permission 

level on the SharePoint server. This permission level lets a user upload documents to SharePoint 

sites and create document libraries. A user who has this permission level must be able to create 

document libraries so that when they upload the first of a particular document type (such as the 

first invoice or purchase order), Microsoft Dynamics SL can create a new library for the document. 

If it is created correctly, this permission level does not let a user generate subsites.   

To set up the Doc Share Contributor permission level, copy it from the Contribute permission level 

that is native in SharePoint. Then grant the permissions that are listed in this section. This 

includes the Manage Lists permission. Adding the Manage Lists permission gives users who have 

the Doc Share Contributor permission level the ability to create document libraries. 

Select the following List, Site, and Personal permissions to create the Doc Share Contributor 

permission level: 

List permissions 

Manage Lists Open Items 

Add Items View Versions 

Edit Items Delete Versions 

Delete Items Create Alerts 

View Items View Application Pages 
 

Site permissions 

Browse Directories Use Client Integration Features 

View Pages Open 

Browse User Information Edit Personal User Information 

Site permissions 

Create Subsites Browse User Information 

Manage Web Site Use Remote Interface 

Add and Customize Pages Use Client Integration Features 

Browse Directories Open 

View Pages Edit Personal User Information 

Enumerate Permissions  
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Site permissions 

Use Remote Interface  
 

Personal permissions 

Manage Personal Views Update Personal Web Parts 

Add/Remove Personal Web Parts  

¶ Security for employees who do not use Microsoft Dynamics SL ñ Your SharePoint administrator or 

security officer should assign permissions for this group of users based on their work 

requirements, company security policies, and any other guidelines your organization follows. 

¶ Security for Microsoft Dynamics SL Application Server ñ Your SharePoint administrator must 

assign the Doc Share Contributor permission (described earlier) to the Windows user account that 

runs Application Server. This lets the Application Server to publish documents to SharePoint and 

create document libraries. 
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Creating Groups 
A group is a collection of users who share the same access rights and menu. Assigning users to 

groups makes it easier to change access rights. With a single change, all the users in the group are 

updated. 

Microsoft Dynamics SL maintains the information about groups in the system databases. Because this 

information is shared, group information is available to all application databases. 

Some groups are included in the database. Before you create new groups, determine whether any of 

the groups that you need already exist. To review these groups, press F3 in Group ID. 

To create a group: 

1. In the Microsoft Dynamics SL window, click the Administration button and select Group 

Maintenance. Group Maintenance (95.280.00) appears. 

 
Figure 13: Group Maintenance (95.280.00) 

2. Type an identification code for the group in Group ID. 

3. Type a description of the group in Name. 

4. Click to select the Role check box if this group is role. A role resembles a job description. 

Example: Project Manager is a role. For all users who are project managers, you should associate 

their user ID with this group. 

5. In Home Page, add the URL of a website that will be displayed as the group membersõ home page 

in the Microsoft Dynamics SL window. 

Note: If the user belongs to more than one group, the software examines the userõs groups in 

alphabetical order (excluding the EVERYONE group) until it finds a home page URL to use. A URL 

assigned to a specific user in User Maintenance (95.260.00) overrides a URL assigned to the 

userõs group. 

6. Click Save. 
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Adding Users 
Anyone who wishes to access the system must be an authorized user. Members of the Administrators 

group in Microsoft Dynamics SL can add users to the system by defining user information, such as 

user ID, name, and password. 

The software maintains the information about users in the system database. Because this information 

is shared, user information is available to all application databases. 

Using the Home Page field, you can customize the home page that a user will see when they log on to 

Microsoft Dynamics SL. You can also designate a home page URL for a user group in Group 

Maintenance (95.280.00). The software follows the search rules here to determine whether a home 

page URL is designated. If more than one URL is specified for a user, these rules determine which one 

will be used: 

1. First, it checks whether a home page URL is designated for the user (User Maintenance 

(95.260.00)). 

2. If no URL is found, it checks the user's group records for a home page URL (Group Maintenance 

(95.280.00)). 

3. If a home page URL is still not found, it checks the Solomon.ini file to see whether there is a 

setting for the current company (see ò[Home Page] Sectionó for information about how to add 

home page URLs by using the Solomon.ini file). 

4. If a home page URL is not found, the software looks in the Solomon.ini file for a home page setting 

for all users. 

To add a user if Windows authentication is configured: 

1. In the Microsoft Dynamics SL window, click the Administration button and select User 

Maintenance. The Details tab of User Maintenance (95.260.00) appears. 

 
Figure 14: User Maintenance (95.260.00), Details tab when using Windows authentication 

2. In User ID, type a unique identification code. 

3. In Name, type this userõs full user name. 

4. Type a strong password in the Password box to require the user to enter a password when the 

user logs on to Microsoft Dynamics SL. Follow the guidelines for creating a strong password in 

òChanging a Passwordó on page 30.  

5. Select Active Application Server User if the user will submit Application Server requests. 
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6. Click to select the Role check box if this user is a role. A role resembles a job description, for 

example Controller is a role. 

Note: A role is frequently associated with a group instead of a user and all users who perform that 

role are associated with the group. See óCreating Groupsó on page 20. 

7. Type the userõs Telephone and Location. 

8. If the user will submit requests to the Application Server, make sure that you enter a valid email 

address in Email Address. This is the address from which the user will send Application Server 

email requests. 

9. Enter a valid Windows User Name in the format domain\ userid (for example, Sales\ BSmith). The 

administrator entering this information must connect to the domain to validate the entry. 

10. Click Pick Color for Required Fields to select the color for mandatory fields. Sample Required field 

shows you how a user will view a box for a mandatory field when it is bordered with your color 

choice. 

11. In Home Page, you can add the URL of a website that will be displayed as the userõs home page in 

the Microsoft Dynamics SL window.  

Note: If a home page URL is assigned to a userõs group in Group Maintenance (95.280.00), the 

URL assigned to the individual user will override it.  

12. Click the Save button on the toolbar. 

Note: If you have to add several users on a system that is configured for Windows authentication, see 

òUser Import (95.300.00)ó for help. 

To add a user if SQL Server authentication is used: 

1. In the Microsoft Dynamics SL window, click the Administration button and select User 

Maintenance. The Details tab of User Maintenance (95.260.00) appears. 

 
Figure 15: User Maintenance (95.260.00), Details tab when using SQL Server authentication 

2. In User ID, type a unique identification code. 

3. In Name, type this userõs full user name. 

4. Type a strong password in the Password box. Follow the guidelines for creating a strong password 

in òChanging a Passwordó on page 30.  
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5. Select Active Application Server User if the user will submit Application Server requests. 

6. Click to select the Role check box if this user is a role. A role resembles a job description, for 

example Controller is a role. 

Note: A role is frequently associated with a group instead of a user and all users who perform that 

role are associated with the group. See Creating Groups on page20. 

7. Type the userõs Telephone and Location. 

8. If the user will submit requests to the Application Server, make sure that you enter a valid email 

address in Email Address. This is the address from which the user will send Application Server 

email requests. 

Note: Passwords must be used to maintain security and access rights within the Microsoft 

Dynamics SL system. You cannot leave New Password blank. The New Password box is visible only 

when you are adding a new user. 

9. Click Pick Color for Required Fields to select the color for mandatory fields. In Sample Required 

field, you see how a mandatory field appears for this user after the color change. 

10. In Home Page, you can add the URL of a website that will be displayed as the userõs home page in 

the Microsoft Dynamics SL window. 

Note: If a home page URL is assigned to a userõs group in Group Maintenance (95.280.00), the 

URL assigned to the individual user will override it.  

11. Click the Save button on the toolbar. 
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Assigning Users to Groups 
Access rights must be assigned for each user. Access rights give the user the security needed to add, 

modify, or delete information. To make it easier to assign access rights, assign users to groups that 

share similar rights. 

To assign a user to a group in User Maintenance (95.260.00): 

1. Open User Maintenance, and then click the Groups tab. 

 
Figure 16: User Maintenance (95.260.00), Groups tab 

2. In Group ID, type the identification code for the group to which the user belongs, or press F3 and 

double-click to select the group from the User/Group List. 

Note: 

¶ Two groups, ADMINISTRATORS and EVERYONE, are among the preloaded groups in each 

database. The SYSADMIN user is automatically assigned to the ADMINISTRATORS group. Users 

who require access to all screens in Microsoft Dynamics SL should be assigned to the 

ADMINISTRATORS group. This eliminates the need to manually assign access rights to the 

ADMINISTRATORS group. 

The EVERYONE group should be used to define the minimum access rights that are required by 

non-administrator users in Microsoft Dynamics SL. The users are assigned to the EVERYONE 

group, and minimum rights are assigned to the group in Access Rights Maintenance (95.270.00). 

¶ Additional preloaded groups that are roles, can have users assigned to them. These groups in 

addition to any group or user can then be given rights to Business Analyzer reports. These groups 

are identified by their suffix of òSL-BA.ó Users are then assigned to groups that include a role they 

are performing. 

3. Type the identification code for the Customization Group the user belongs to, if any. 

4. Type the Menu Group the user belongs to, if any. 

5. Click the Save button on the toolbar. 

You can also add users to a group by using Group Maintenance (95.280.00) and to a customization 

group by using Customization Groups (91.270.00). 
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To assign users to a group in Group Maintenance (95.280.00): 

1. In the Microsoft Dynamics SL window, click the Administration button and select Group 

Maintenance. Group Maintenance (95.280.00) appears. 

  
Figure 17: Group Maintenance (95.280.00) 

2. In Group ID, type the ID of the group to which users will be assigned, and then press TAB.  

ð OR ð 

Press F3 and double-click to select the group from the User/Group List. The rest of the fields will 

populate automatically. Go to step 4. 

Note:  

¶ Two groups, ADMINISTRATORS and EVERYONE, are among the preloaded groups in each 

database. The SYSADMIN user is automatically assigned to the ADMINISTRATORS group. Users 

who require access to all screens in Microsoft Dynamics SL should be assigned to the 

ADMINISTRATORS group. This eliminates the need to manually assign access rights to the 

ADMINISTRATORS group. 

The EVERYONE group should be used to define the minimum access rights that are required by 

non-administrator users in Microsoft Dynamics SL. The users are assigned to the EVERYONE 

group, and minimum rights are assigned to the group in Access Rights Maintenance (95.270.00). 

¶ Additional preloaded groups that are roles, can have users assigned to them. These groups in 

addition to any group or user can then be given rights to Business Analyzer reports. These groups 

are identified by their suffix of òSL-BA.ó Users are then assigned to groups that include a role they 

are performing. 

3. In Name, type a name for the group.  

4. In the User ID grid rows, type the IDs for all users who you want to add to the group, or press F3 

and select the users from the User/Group List. 

5. In Home Page, you can add the URL of a website that will be displayed as the group membersõ 

home page in the Microsoft Dynamics SL window. You can also define a home page URL for a 

specific user in User Maintenance (95.260.00). 

Note: If the user belongs to more than one group, the software examines the userõs groups in 

alphabetical order (excluding the EVERYONE group) until it finds a home page URL to use. A URL 

assigned to a specific user in User Maintenance (95.260.00) overrides a URL assigned to the 

userõs group. 

6. Click the Save button on the toolbar. 
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Linking Microsoft Dynamics SL and Windows Users 
Windows User Maintenance (95.310.00) lets you create a relationship between one or several 

Microsoft Dynamics SL users and a single Windows user ID. 

To link Microsoft Dynamics SL user IDs to a Windows user ID: 

1. Open Windows User Maintenance (95.310.00). 

 
Figure 18: Windows User Maintenance (95.310.00) 

2.  In Windows User ID, type the identification code assigned to the Windows user who you want to 

link, or press F3 and then select the ID from a possible values list. The Windows user must 

already exist before you follow this step. 

3. In User ID, type the identification code assigned to the user who you want to link, or press F3 and 

then select the ID from a possible values list of Microsoft Dynamics SL users who are not linked to 

a Windows user ID. 

The name of the user appears in User Name. 

4. Select Default User to specify the Microsoft Dynamics SL user as the one that the system will 

automatically select for the Windows user ID if another is not supplied. 

5. Click the Save button on the toolbar. 
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Assigning Access Rights 
Each user or group must have access rights assigned. Access rights are a set of permissions that 

define the parts of the system an authorized user can assess and also the userõs level of access. 

Levels of access range from view only to full edit capabilities. This includes adding, changing, or 

deleting data items. Users or groups can also be denied access to Initialize mode. See òUsing Initialize 

Modeó on page  57. 

The software maintains user and group access rights information in the system databases. Because 

this information is shared across application databases, you only have to enter it one time to make it 

available to all application databases. 

To assign access rights: 

1. In the Microsoft Dynamics SL window, click the Administration button and select Access Rights. 

Access Rights Maintenance (95.270.00) appears. 

 
Figure 19: Access Rights Maintenance (95.270.00), Screen/Report tab 

2. Select either User or Group from the Type list. 

3. Type the user ID or group ID in Group/User ID. The name of the user or group displays 

automatically in Name. 

4. Type the company ID in Company ID or select All Companies to apply the access rights to all 

companies. If All Companies is selected, <ALL> appears in Company ID. If you are setting up 

access rights for some companies but not all companies, you will have to enter the information for 

each company separately.  

5. You can load screens or reports in either of two ways: 

¶ Type a screen or report number in Screen/Report Number. 

ð OR ð 

¶ Click the Preload button.  
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Preload Screens (95.270.01) appears. 

 
Figure 20: Preload Screens (95.270.01) 

Click the modules whose screens you want to load. Only those modules for which the Active check 

box is selected in Module Maintenance (98.320.00) will appear on this list. After you have 

selected modules, click OK. 

6. On Access Rights Maintenance (95.270.00), Screen/Report tab, information that corresponds to 

the screen or report numbers for the selected modules appears in the grid area under 

Screen/Report Number, Type, Name, and Module. 

Note: The user or group can access any screen or report that appears on this list. If you use 

Preload to load all the screens and reports for a module, make sure that you delete any screens or 

reports that you do not want the user or group to access. 

7. Specify access rights for each screen. By default, if a screen appears on the list, the user or group 

has view access rights. 

¶ View ñ User can view data items. 

¶ Update ñ User or group can change data items. This includes deleting line items. 

¶ Insert ñ User or group can add data items. 

¶ Delete ñ User or group can delete data items or records. 

¶ Initialization Mode ñ User or group can use Initialize mode. 

8. If the user needs access rights to Web Services, click the Web Service tab. If not, continue to step 

12. 

 
Figure 21: Access Rights Maintenance (95.270.00), Web Service tab 
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9. Select any Web Service Method(s) that you want the user to have access to use. For more 

information about the Web Services see the Web Services Help or userõs guide. 

10. If the user needs access to any of the Role Centers, click the Role Center tab. If not, continue to 

step 12.  

 
Figure 22: Access Rights Maintenance (95.270.00), Role Center tab 

11. Enter the Part and Sub Part that you want to the user to access. 

12. Click the Save button on the toolbar. 
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Changing a Password 
A user receives a password when the system administrator adds the user to the system. To keep 

security tight, change passwords regularly. 

To change a password: 

1. In the Microsoft Dynamics SL window, click the Administration button and select Set Password, or 

click Set Password on the Tools menu. The Password Change dialog box appears. 

 
Figure 23: Password Change dialog box 

2. In Old Password, type the old password. 

3. In New Password, type the new password. 

Note: A òstrongó password is required. Strong password requirements are as follows: 

¶ Must be six characters long, 22 characters maximum. 

¶ Must be case-sensitive. 

¶ Must include three of the following categories: 

ð Numeric characters 

ð Uppercase characters 

ð Lowercase characters 

ð Special characters (such as those used in punctuation, except for = and ;) 

4. Click OK. 

When you log on to the Microsoft Dynamics SL the next time, your new password will be ready for use. 
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Synchronizing Ownership and Security 
There are two scenarios available for synchronizing ownership and security on the Update Databases 

tab in the Database Maintenance (98.290.00) screen.   

If you have several databases and want to synchronize ownership for one or more application 

databases, but not all the databases, use the Synchronize Selected Application Database Ownership 

& Security update scenario. When a report that uses views and stored procedures is added to a 

database, this option synchronizes ownership without affecting all databases. The Synchronize 

Selected Application Database Ownership & Security scenario gives SQL Server logins and roles used 

internally by Microsoft Dynamics SL correct rights to the selected application databases. It also resets 

ownership of all selected application databases to that of the system database.  

If you use Windows authentication, the Synchronize All Database Ownership & Security scenario resets 

SQL Server logins and roles used internally by Microsoft Dynamics SL. If you use SQL Server 

authentication, the scenario synchronizes the passwords in the system database together with the 

SQL Server login passwords used by Microsoft Dynamics SL and correctly sets ownership of all 

databases. The Synchronize Selected Application Database Ownership & Security scenario gives SQL 

Server logins and roles used internally by Microsoft Dynamics SL correct rights to the selected 

application databases. It also resets ownership of all selected application databases to that of the 

system database.  

These scenerios are used only under certain circumstances, such as when a database is restored on a 

server that differs from the server where the database backup was created. Use Synchronize All 

Database Ownership & Security scenario if you receive the following message. 

System message 9827, òThere is an inconsistency between the SQL Server login IDs and their 

passwords with the passwords stored in the Microsoft Dynamics SL System database. Please have 

the database administrator run Database Maintenance and update the database by using the 

Synchronize All Database Ownership & Security Update scenario.ó  

To synchronize ownership and security: 

1. Open Database Maintenance (98.290.00) by going to Start | Control Panel | Administrative Tools, 

and then selecting Microsoft Dynamics SL Database Maintenance. Database Maintenance 

(98.290.00) appears. 

 
Figure 24: Database Maintenance (98.290.00), Connect Server tab 

2. In Destination SQL Server Name, type the name of the computer that is running SQL Server. 
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3. Windows Authentication is the recommended security mode for accessing the computer that is 

running SQL Server, and it is selected as the default. If you select SQL Server Authentication, 

enter the login ID and password for the computer on which the SQL Server databases will be 

created. This login ID should be sa or a login that has the same permissions as sa in SQL Server. 

4. Click the Connect button. A message in the status bar indicates that you are connected to the 

computer that is running SQL Server. 

5. Click the Update Databases tab. 

 
Figure 25: Database Maintenance (98.290.00), Update Databases tab 

6. Select the Synchronize All Database Ownership & Security update scenario from the Update 

Scenarios list if you want to synchronize all the databases at one time. If you want to synchronize 

only one or selected application databases use the Synchronize Selected Application Database 

Ownership & Security update scenario.  

7. Click the Update Database button. The Synchronize All Database Ownership & Security update 

scenario processes all system databases on the connected server that were created or upgraded 

for Microsoft Dynamics SL.  

a.) When a system database that is configured for SQL Server authentication is processed, the 

Login dialog box appears with Master80 in User Name. 

 
Figure 26: Login 
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b.) In Password, type the password for the SQL Server Master80 user, and then click OK. This is 

the password that you created the first time that you created or updated a database on the 

computer that is running SQL Server. 

If a password for the Master80 user has not been created, the SQL Master80 Login dialog 

box appears. This lets you create a password for the SQL Server Master80 user. 

 
Figure 27: SQL Master80 Login 

c.) In Password, type a password for the SQL Server Master80 user, and type it again in Confirm 

Password. 

d.) Click OK. The synchronization process starts. 

8. You will receive a message when the synchronization is completed. Click OK, and then close the 

screen. 
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Changing the Database Authentication Mode 
Use the Set Authentication Type button in the Database Maintenance (98.290.00) window if you have 

to change the authentication method that was selected when the Microsoft Dynamics SL databases 

were created. Check to make sure that SQL Server Services are running before you follow these steps. 

To change the database authentication mode: 

1. In SQL Server Management Studio, connect to the database server as an administrator (sa or a 

user who is a member of the SYSADMIN server role). 

2. Back up the system and application databases. See Microsoft SQL Server 2005 Books Online if 

you need help. 

3. Open Database Maintenance (98.290.00) by going to Control Panel | Administrative Tools, and 

then selecting Microsoft Dynamics SL Database Maintenance. Database Maintenance 

(98.290.00) appears. 

 
Figure 28: Database Maintenance (98.290.00), Connect Server tab 

4. On the Connect Server tab, type the Destination SQL Server Name. 

5. Windows Authentication is the default security mode to access the instance of SQL Server. It is 

also the recommended authentication mode. Click SQL Server Authentication if you prefer to use 

it, and then type the SQL Server òsaó Login ID and Password for the instance of SQL Server where 

the databases are located. 

6. Click Connect to connect to the instance of SQL Server. 

7. When the status bar at the bottom of the screen indicates that you have connected to the 

instance of SQL Server, click the Update Databases tab. 



 Maintaining Security 35 

 

Notice that in Databases, the application databases are automatically selected for you. 

 
Figure 29: Database Maintenance (98.290.00), Update Databases tab ð Windows Authentication 

 
Figure 30: Database Maintenance (98.290.00), Update Databases tab ð SQL Server Authentication 

8. In the System Database Name list, select the system database that will be affected by the 

authentication change. 

9. Click Set Authentication Type.  
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Authentication appears. 

 
Figure 31: Authentication 

10. Select an authentication method, and then click Ok. Windows authentication is recommended. 

11. Follow these steps that apply to the authentication method that you selected.  

¶ If you selected Windows Authentication: 

a.) SYSADMIN Windows User Name appears that shows the domain and user name of the 

default system administrator. 

 
Figure 32: SYSADMIN Windows User Name 

Make changes in Windows User Name as needed. Type the information by using the 

domain\ userid format. 

Note: A user who is defined as an administrator automatically has access to all screens 

and reports within Microsoft Dynamics SL. 

b.) If you changed the Windows user name and do not want to give the individual you 

designated the ability to create new SQL Server users and logins, clear the Grant this user 

permission to create SQL Server logins and users check box. (By default, the check box is 

selected.) 

An administrator becomes a member of the SQL Server SYSADMIN server role if the Grant 

this user permission to create SQL Server logins and users check box is selected. 
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Note: 

¶ Clearing the check box implies that the database administrator will generate SQL Server 

users and logins by manually using SQL Server tools. 

¶ To avoid a situation in which the check box is cleared and the Microsoft Dynamics SL 

administrator cannot log on to access databases and perform administrative tasks, enter 

the following SQL statement in a query window: 

sp_addrolemember ódb_ownerô, ódomain\ nameô 

Run the command for each Microsoft Dynamics SL system and application database. 

Example: 

use SLSystemDatabase  

GO 

sp_addrolemember ódb_ownerô, ódomain\ nameô 

GO 

use SLApplicationDatabase  

GO 

sp_addrolemember ódb_ownerô, ódomain\ nameô 

GO 

c.) Click Ok. The authentication mode change process starts. 

¶ If you selected SQL Server Authentication: 

a.) Security appears. 

 
Figure 33: Security 

b.) Click Yes to confirm your selection and continue. Login appears. 

 
Figure 34: Login 

c.) In the Password box, type the password that was created for the Master80 user when 

your databases were generated, and then click OK. The authentication mode change 

process starts. 
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SYSADMIN Login appears. 

 
Figure 35: SYSADMIN Login 

d.) In Password, type the password for the SYSADMIN user. This password must satisfy the 

strong password requirements that are listed in the dialog box. 

Note: For more information about strong passwords, see the Microsoft Dynamics SL 

Security Guide. 

e.) In Confirm, type the password again, and then click Ok. 

12. When the process is complete, the 9829000  message box appears, and the status bar at the 

bottom of the Database Maintenance (98.290.00) window indicates that the authentication 

change was successful. 

 
Figure 36: 9829000 - Process complete message 

Note: When an authentication change is unsuccessful, you will not see this message. Instead, a 

failure message appears, directing you to view the Dbbuild.log file. 

13. Click OK, and then close the screen. 
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Synchronizing the Report Server 
Use the Synchronize Report Server button in Database Maintenance (98.290.00) to synchronize the 

Microsoft Dynamics SL security with SQL Report Server for the reports used in Business Analyzer.  

Synchronization of the rights on the Report Server associated with a Microsoft Dynamics SL system 

database functions to accurately represent the data that is stored in Access Rights Maintenance 

(95.270.00). For each Windows Account that is referenced by a Microsoft Dynamics SL user the 

access rights for user marked as the Default User in Windows User Maintenance (95.310.00) are 

applied to a Report Server. 

To change the database authentication mode: 

1. In SQL Server Management Studio, connect to the database server as an SQL database 

administrator (sa or a user who is a member of the SYSADMIN server role). 

2. Back up the system and application databases. See SQL Server Books Online if you need help. 

3. In Control Panel, select Administrative Tools, and then select Microsoft Dynamics SL Database 

Maintenance. Database Maintenance (98.290.00) appears. 

Note: If User Account Control (UAC) is enabled, make sure that you open Database Maintenance 

(98.290.00) by right-clicking Microsoft Dynamics SL Database Maintenance, and then clicking 

Run as administrator. 

 
Figure 37: Database Maintenance (98.290.00), Connect Server tab 

4. On the Connect Server tab, type the Destination SQL Server Name. 

5. Click Connect to connect to the instance of SQL Server. 
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6. When the status bar at the bottom of the screen indicates that you have connected to the 

instance of SQL Server, click the Update Databases tab. 

Note: In Databases, the application databases are automatically selected for you. 

 
Figure 38: Database Maintenance (98.290.00), Update Databases tab ð Windows Authentication 

7. In the System Database Name list, select the system database that will be affected by 

synchronizing the report server. 

8. Click Synchronize Report Server.  

9. When the status bar at the bottom of the screen indicates that you have completed the 

synchronization, exit the screen. 
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Customizing Menus 

Overview 
This topic provides steps to help you customize Microsoft Dynamics SL menus to meet your business 

needs. The information includes the following: 

¶ Using Menu Maintenance 

¶ Adding Custom Applications to the Menu 

Microsoft Dynamics SL Configurations 

The database administrator can set up the Microsoft Dynamics SL installation in many different 

configurations. The configuration determines how you log on to the software. 

Multiple System Databases 

If a company has multiple locations, the database administrator may set up more than one system 

database. The system database contains site-specific data, such as product registrations, 

customizations, user information, and screen-level security. 

When you log on for the first time, select the system database used most frequently to serve as the 

default database. After the initial logon, you can switch to any other system database when you log on. 

Example: A company has a main office on the west coast and a satellite office on the east coast. Each 

office has its own system database. The east coast office may have to occasionally access the 

installation at the west coast office. When signing on, the east coast office would select the system 

database that corresponds to the west coast installation. 

Multiple Application Databases 

Logging on to Microsoft Dynamics SL involves specifying a company ID. This automatically loads a 

default system and application database. After you log on, you can switch to a different company ID to 

load its default system and application databases. Use Switch Company  to access a 

company in Microsoft Dynamics SL without logging off from the current company. Do this by selecting 

a company from the list that appears when you click Switch Company . 

Example: The west coast office in the previous example wants to keep their financial information 

separate from the east coast office. To perform this task, each office would have its own application 

database and company ID. If the west coast office wanted to access the east coast office, the west 

coast office would log on by using the east coast office company ID. 
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Using Menu Maintenance 

General Information 

Menu Maintenance (98.350.00) lets you streamline usersõ access to the applications that they need 

daily. You can create menus that relate to usersõ roles (profiles that are job or procedure based). Then, 

when a user logs on to Microsoft Dynamics SL anywhere on your system, they will see their own 

personalized menus. 

A menu system is defined as the collection of menus a user views when they log on to Microsoft 

Dynamics SL. It is a combination of all the menus defined for groups with which the user is associated. 

If a user is a member of four user groups, their menu system is the combination of the menus 

accessed by all those groups. Menus are stored in the system database. 

A menu system that is generated by Microsoft Dynamics SL is stored in an XML file on the userõs 

computer. A menu system must be generated or refreshed when any of the following occur: 

¶ A user is added to or removed from a user group. 

¶ A menu for a group in which the user is a member is changed. 

¶ Access rights change for a group in which the user is a member. 

¶ The userõs access rights change. 

The menu system, which is customized by using Menu Maintenance (98.350.00), is made up of four 

levels: 

¶ Module group ñ A collection of related modules. For example, all modules in the Financials 

module group help with financial accounting system tasks. You can access module groups by 

using the module group buttons. A module group has a name, description, and image. If 

module groups that have the same name are found in the menu system, they are combined in 

one group.  

¶ Module ñ A logical grouping of screens and reports that help a user perform several related 

tasks. Duplicate modules are not permitted in a module group in the Microsoft Dynamics SL 

menu system. Modules with the same name are combined in a single module. 

¶ Screen group ñ Screens that have a related purpose. Examples of screen groups include 

screens that produce reports or inquiries, or those that run processes. A screen group has a 

name, description, and image. If screen groups that have the same name are found in a 

module in the menu system, they are combined in one group. 

¶ Link ñ A connection between an application and Microsoft Dynamics SL. Click a link in the 

menu system to open the application connected to it. Only one occurrence of a specific link is 

permitted in a screen group. 

Note: When you create a custom menu, an .xml file that contains the customizations is also created 

and stored in \ Documents and Settings\ <user name>\ Application Data\ Microsoft Dynamics 

SL\ MenuCache. If you uninstall Microsoft Dynamics SL, the .xml file must be deleted manually to 

remove the menu changes. 

Building a Custom Menu 

Before you start to work in Menu Maintenance (98.350.00), create user groups in Group Maintenance 

(95.280.00), and in User Maintenance (95.260.00), assign users to the groups that you create. See 

òCreating Groupsó and òAssigning Users to Groupsó for help with these tasks. Collaboration with 

department managers and other people who are familiar with your organizationõs business procedures 

will likely prove to be helpful when you are working on these tasks. 

Also, make sure that you review usersõ access rights to the screens and menus they need. Only those 

menus and screens that are available to a group based on that groupõs user rights will appear in Menu 

Maintenance (98.350.00). You can use the Related Screens menu in Menu Maintenance (98.350.00) 

to add a user or group or to assign access rights. 
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You can add module groups, modules, screen groups, and screens to customize a menu by using drag-

and-drop or right-click operations. For example, to create a copy of a module group, module, or screen 

group for users who will have read-only access, select the item on the Menus tab. Then either right-

click and then click Add Read Only, or press CTRL while dragging the item into the navigation pane 

work area. Read Only will then appear next to Name for any screen group or screen that is added to 

the navigation pane work area in this manner. 

To create a new menu: 

1. Click the Administration button on the Microsoft Dynamics SL window, and then select Menu 

Maintenance. 

Menu Maintenance (98.350.00) appears. By default, the Menus tab is selected, and in Show 

Menus for, None ð show All is selected. 

 
Figure 39: Menu Maintenance (98.350.00) 

2. In the Menu for Group box, type a group ID (defined in Group Maintenance (95.280.00)), or press 

F3 and select the ID from Group List. The group ID appears in Menu for Group, and the group 

name appears next to it. 

Note: The software does not allow changes to the EVERYONE groupõs menu system. 

3. To create a navigation button that will give users access to the new menu, click the New Module 

Group button  on the Menu Maintenance (98.350.00) toolbar. 

Note: You can automatically create a navigation button while adding menus in a module 

group by right-clicking the module group on the Menus tab, and then clicking Add Copy. All 

menus for the module group will be added. You may have to remove menus that should not 

be included on the new menu. 

4. In Name, type a label for the new navigation button. 
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5. Use the Description box to type helpful details about the button. Be aware that this description will 

be viewed by users when they move their mouse pointers over the button.  

6. Optional: Click Small or Large to add an image that relates to the navigation buttonõs use. Browse 

to view the images, click to select one, and then click OK to add it. It will appear on the left side of 

your button. The maximum size for an image is 30200 bytes. This image is stored in the database 

and copied locally when the menu cache is generated.  

7. On the Menus tab or Screens tab, you can either 

¶ Right-click the module, module group, screen, or screen group that you want to add to your 

new menu system, and then select either Add Copy or Add Read Only. The new item is added 

to the navigation pane work area. 

ð ORð 

¶ Select a module, module group, screen, or screen group, and then drag it into the navigation 

pane work area. Press CTRL while dragging the item to create a copy that will allow for read-

only access. 

Note: Dragging a whole module group or screen group onto the navigation pane work area might 

be the quickest way to customize a menu in some cases. However, you may have to remove some 

modules and screens users of the new menu do not have to have. 

8. Optional: Use the Description box to revise existing text, or remove it, and then enter new text 

about the screen group, such as a reminder or instructions. 

9. Click Save on the Application menu, or click the Save button  on the Menu Maintenance 

(98.350.00) toolbar. 

10. Review the new menu before it is available to users by clicking the Preview Menu button  on 

the Menu Maintenance (98.350.00) toolbar or Preview Menu on the Action menu. Press F3 to 

select a user in Preview For User. When the new menu appears, use the toolbar to edit it as 

needed. 

11. Click Save and close the window. 

12. Exit Microsoft Dynamics SL and then reopen it. All users whose menus are affected by the 

changes must do this also. 

This action creates a new .xml menu cache file for each user affected by the changes and 

makes the changes visible on the usersõ menus. 

To remove a menu or screen from a custom menu: 

1. In the Menu for Group box, type a group ID and press ENTER, or press F3 and select the ID that is 

associated with the menu or screen. 

2. Right-click the unnecessary item, and then click Delete. You can also select the item and then 

click the Delete button on the toolbar. 

3. Click Save. 
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Adding a New Report, Screen, or Query to a Menu 

After you have created a custom report, screen, or query, add it to a menu and give the users access 

to it by following these steps:  

Note: 

¶ Make sure that you have the appropriate access rights to use the screens in these steps. 

¶ We recommend that you create a backup copy of your database before you continue. 

To add a new report or screen to a menu: 

1. If you are adding a report, you must create a new report control record in Report Control 

Maintenance (98.300.00). Go to step 2 if you are adding a screen. 

a) In the Microsoft Dynamics SL window, click Administration. 

b) Click Report Control Maintenance in the System Manager window. Report Control 

Maintenance (98.300.00) opens. 

 
Figure 40: Report Control Maintenance (98.300.00) 

c) In Report Number, type the number of your custom report without the .rpt or .rdl file name 

extension. For example, the report number is entered as 01-999  if the report file name is 

01999.rpt or 01999.rdl.  

d) In Report Format Name, type a name that describes the custom report format. 

e) In Report Format, type the report format identifier. For report number is 01.999, for example, 

the report format identifier is entered as 01999 . 

f) Save and close the screen. 


















































































































































































































































































































































































































